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1  What is meant by Cryptography? Explain public key cryptography and private key 
cryptography. 

   
2  List and explain various threats in web security. 
   
3  What is Virus? Explain different types of viruses. 
   
4  Describe trusted system with its architecture. 
   
5  Write short note on: 
 (a) SHA - 256. 
 (b) SHA - 512. 
 (c) SHA - 384 
   
6  Discuss Pretty Good Privacy (PGP) services. 
   
7  How key management is done while implementing IP security? 
   
8  What is the role of SNMP in information security? 


